
Privacy Notice 
 

Your Rights 

Health Insurance Portability and  
 

Accountability Act 

 

(including their address, if known), a description of the information disclosed, and the reason 
for the disclosure. We will provide the list to you at no charge, but if you make more than 
one request in a rolling 12-month period of time, we will charge you $25.00 for each addi-
tional request  
 
The Right to Correct or Update Your PHI. If you believe that there is a mistake in your PHI 
or that a piece of important information is missing, you have the right to request that we 
correct the existing information or add the missing information. You must provide the request 
and your reason for the request in writing. We will respond within 60 days of receiving your 
written request. We may deny your request if the PHI is (I) not correct and complete, (II) not 
created by us, (III) not allowed to be disclosed, or (IV) not part of our records. Our denial will 
state the reasons for the denial and explain your right to file a written statement of disagree-
ment with the denial. If you don't file one, you have the right to request that your request and 
our denial be attached to all future disclosures of your PHI. If we approved your request, we 
will make the change to your PHI, tell you that we have done it, and tell others that need to 
know about the change to your PHI. 
 
HOW TO COMPLAIN ABOUT OUR PRIVACY PRACTICES  
If you think that we may have violated your privacy rights, or you disagree with a decision we 
made about access to your PHI, you may file a complaint with ChildNet staff or you may 
send a written complaint to the ChildNet HIPAA Client Resource Coordinator at 313 N. State 
Road 7, Plantation, FL 33317, telephone (954) 414-6000 or email hipaa@childnet.us    You 
may also send a written complaint to the United States Department of Health and Human 
Services (HHS), Attn: Office of Civil Rights, Sam Nunn Atlanta Federal Center, Suite 3B70,  
61 Forsyth Street SW, Atlanta, GA 32303-8909 
We will take no retaliatory action against you if you file a complaint about our privacy prac-
tices. 
 
 
EFFECTIVE DATE OF THIS BROCHURE 
 
August 1, 2007 
 
 

PERSON TO CONTACT FOR INFORMATION ABOUT THIS NOTICE  OR TO COM-
PLAIN ABOUT OUR PRIVACY PRACTICES  
 

If you have any questions about this notice or any complaints about our privacy practices, or 
would like to know how to file a complaint with the Secretary of Health and Human Services, 
contact the ChildNet HIPAA Client Resource Coordinator at 313 N. State Road 7, Plantation, 
FL 33317, telephone (954) 414-6000 or email at hipaa@childnet.us   You may also access 
forms to request  specific PHI information and to file a complaint on the ChildNet website at 
www.childnet.us   
 
 
ChildNet does not discriminate on the basis of race , color, creed, religion, sex, na-
tional  origin, disability, age, marital status, se xual orientation, gender identity, vet-
eran status or any other characteristic protected u nder federal, state or local law. 
 
ChildNet makes reasonable accommodations to ensure that programs and services 
are equally accessible to persons who have hearing,  vision and mobility impairments 
and provides assistance for Limited-English Profici ent persons . If you require Ameri-
cans with Disabilities Act accommodations to participate in these events, please notify Jodi 
Lee, Single Point of Contact, at 954-414-6000 or by email at jlee@childnet.us within at least 
seven (7) days of the event.  
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HIPAA 

This notice describes how medical 
information about you may be used and 
disclosed and how you can get access to 
this information.  Please review it carefully. 
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WE HAVE A LEGAL DUTY TO 
SAFEGUARD YOUR PROTECTED HEALTH 
INFORMATION  
 
We are legally required to protect the privacy of 
your health information. We call this information 
"protected health information," or "PHI" for short, 
and it includes information that can be used to 
identify you that we've created or received about 
your past, present, or future health condition, the 
provision of health care to you, or the payment of 
this health care. We must provide you with this 
notice about our privacy practices that explains 
how, when, and why we use and disclose your 
PHI. With some exceptions, we may not use or 
disclose any more of your PHI than is necessary 
to accomplish the purpose of the use or disclo-
sure. We are legally required to follow the privacy 
practices that are described in this notice. 
 
However, we reserve the right to change the 
terms of this notice and our privacy policies at any 
time. Any changes will apply to the PHI we al-
ready have. Before we make an important change 
to our policies, we will promptly change this notice 
and post a new notice in each service center and 
on our website. You can also request a copy of 
this notice from the contact person listed at the 
end of this notice at any time; and can view a 
copy of the notice on our website at: 
 
www.childnet.us  
 
HOW WE MAY USE AND DISCLOSE YOUR 
PROTECTED HEALTH INFORMATION  
 
We use and disclose health information for many 
different reasons. For some of these uses or 
disclosures, we need your prior authorization. 
Below, we describe the different categories of our 
uses and disclosures and give you some exam-
ples of each category.  
 
USES AND DISCLOSURES RELATING TO 
TREATMENT, PAYMENT, OR HEALTH CARE 
OPERATIONS 
 
We may use and disclose your PHI without 
your authorization for the following reasons:  
 
For Treatment . We may disclose your PHI to 
physicians, nurses, medical students, and other 
health care personnel who provide you with health 
care services or are involved in your care. For 
example, if you're being treated for a knee injury, 
we may disclose your PHI to the treating facility in 
order to coordinate your care. 

To obtain payment for treatment . We may use 
and disclose your PHI in order to bill  
and collect payment for the treatment and ser-
vices provided to you. For example, we may pro-
vide portions of your PHI to your health plan to get 
paid for the health care services we provided to 
you. We may also provide your PHI to our busi-
ness associates, such as billing companies, 
claims processing companies and others that 
process our health care claims. 
 
For health care operations . We may disclose 
your PHI in order to operate this agency. For 
example, we may use your PHI in order to evalu-
ate the quality of health care services that you 
received or to evaluate the performance of the 
agency to coordinate health care services to you. 
We may also provide your PHI to our account-
ants, attorneys, consultants, transcription vendors 
and others in order to make sure we're complying 
with the laws that affect us.  
 
Exceptions to authorization requirement for 
treatment, payment, and health care opera-
tions.  We may disclose your PHI to others with-
out your authorization in certain situations. For 
example, your authorization isn't required if you 
need emergency treatment, as long as we try to 
get your authorization after treatment, or if we try 
to get your authorization, but you are unable to 
communicate with us (for example, if you are 
unconscious or in severe pain) and we think you 
would consent if you were able to do so. 
 
Certain uses and disclosures do not require 
your authorization. We may also use and dis-
close your PHI without your authorization for 
the following reasons: 
 
When a disclosure is required by federal, state 
or local law, judicial or administrative pro-
ceedings or law enforcement. For example, we 
make disclosures when a law requires that we 
report information to government agencies and 
law enforcement personnel about victims of 
abuse, neglect, or domestic violence; when deal-
ing with gunshot and other wounds; or when or-
dered in a judicial or administrative proceeding. 
 
For public health activities.  For example, we 
report information about births, deaths, and vari-
ous diseases, to government officials in charge of 
collecting that information, and we provide coro-
ners, medical examiners, and funeral directors 
necessary information relating to an individual's 
death. 
 

For health oversight activities.  For example, we 
will provide information to  
assist the government when it conducts an inves-
tigation or inspection of a health care provider or 
organization. 
 
For purposes of organ donation.  We may notify 
organ procurement organizations to assist them in 
organ, eye, or tissue donation and transplants. 
 
For research purposes.  In certain circum-
stances, we may provide PHI in order to conduct 
medical research. 
 
To avoid harm.  In order to avoid a serious threat 
to the health or safety of a person of the public, 
we may provide PHI to law enforcement person-
nel or persons able to prevent or lessen such 
harm. 
 
For specific government functions.  We may 
disclose PHI to military personnel and veterans in 
certain situations.  And we may disclose PHI for 
national security purposes, such as protecting the 
president of the United States or conducting intel-
ligence operations. 
 
For workers' compensation.  We may provide 
PHI in order to comply with workers' compensa-
tion laws. 
 
Appointment reminders and health-related 
benefits or services. We may use PHI to provide 
appointment reminders or give you information 
about treatment alternatives, clinical research 
studies, or other health care services or benefits 
that we offer. 
 
USES AND DISCLOSURES WHICH REQUIRE YOU 
TO HAVE THE OPPORTUNITY TO OBJECT 
 
Disclosures to family, friends, or others. We 
may provide your PHI to a family member, friend, 
or other person that you indicate is involved in 
your care or the payment for your health care, 
unless you object in whole or in part. The opportu-
nity to consent may be obtained retroactively in 
emergency situations. 
 
All Other Uses and Disclosures Require Your 
Prior Written Authorization. In any other situa-
tion not described in sections above, we will 
ask for your written authorization before using 
or disclosing any of your PHI. If you choose to 
sign an authorization to disclose your PHI, 
you can later revoke that authorization in writ-
ing to stop any future uses and disclosures (to 
the extent that we haven't taken any action 
relying on the authorization). 

WHAT RIGHTS YOU HAVE REGARDING  
YOUR PHI 
 
You have the following rights with respect to your 
PHI: 
 
The Right to Request Limits on Uses and Dis-
closures of your PHI.  You have the right to ask 
that we limit how we use and disclose your PHI.  
You must provide the request in writing. We will 
consider your request, but are not legally required 
to accept it. If we accept your request, we will put 
any limits in writing and abide by them except in 
emergency situations. You may not limit the uses 
and disclosures that we are legally required or 
allowed to make. 
 
The Right to Choose How We Send PHI to You.  
You have the right to ask that we send information 
to you at an alternate address (for example, send-
ing information to your work address rather than 
your home address) or by alternate means.  You 
must provide your request in writing.  We must 
agree to your request so long as we can easily 
provide it in the format you requested.  
 
The Right to See and Get Copies of Your PHI.  
In most cases, you have the right to look at or get 
copies of your PHI that was created by us, but 
you must make the request in writing.  We will 
respond to you within 30 days after receiving your 
written request.  In certain situations, we may 
deny your request.   If we do, we will tell you our 
reasons for the denial and explain your right to 
have the denial reviewed.  Instead of providing 
the PHI you requested, we may provide you with 
a summary or explanation of the PHI. 
 
The Right to Get a List of the Disclosures We 
Have Made. You have the right to get a list of 
instances in which we have disclosed your PHI.  
The list will not include uses or disclosures that 
you have already consented to, such as those 
made for treatment, payment or health care op-
erations, directly to you, or to your family.  The list 
also will not include uses and disclosures made 
for national security purposes, to corrections or 
law enforcement personnel or before April 14, 
2003. We will respond within 60 days of receiving 
your written request.  The list we will give you will 
include disclosures made in the prior year unless 
you request a different time frame.  The list will 
include the date of the disclosure, to whom PHI 
was disclosed 


